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The appellate court upheld defendant’'s convictionslO counts of
possession of child pornography, since the triakcdid not abuse its
discretion in denying his motion to suppress therde warrant that
led to the discovery of the pornography on his cot@pon the ground
that the warrant was stale, the State proved begardsonable doubt
that he possessed child pornography by actual amdtmictive
possession, regardless of his attempts to blamewiis and
stepchildren for placing it in his computer, anck ttrial court’s
admission of a detective’s testimony regardingimisiveness and
similarities in the handwriting on the labels of £€as not an abuse
of discretion, even though the detective had nodWwaiting-
comparison qualifications.

Appeal from the Circuit Court of Madison County, .Nig-CF-1073;
the Hon. James Hackett, Judge, presiding.

Affirmed.



11

12
13

14

Counsel on Curtis L. Blood, of Blood Law Office, of Collins\éd, for appellant.

Appeal
Thomas D. Gibbons, State’s Attorney, of Edwardsvi(Patrick
Delfino, Stephen E. Norris, and Sharon ShanahdnpfalState’s
Attorneys Appellate Prosecutor’s Office, of counskdr the People.
Panel JUSTICE STEWART delivered the judgment of the cowith

opinion.
Presiding Justice Welch and Justice Goldenhersbuced in the
judgment and opinion.

OPINION

The defendant, George S. Jaynes, was chargedl@ittounts of possession of child
pornography in violation of section 11-20.1(a)(®)ttee Criminal Code of 1961 (720 ILCS
5/11-20.1(a)(6) (West 2006)). Following a benchltnie was found guilty and sentenced to 30
months’ probation. The defendant filed a timelyic®bf appeal. We affirm.

BACKGROUND

A bench trial was held on August 1, 2011. Detext8ergeant David Vucich from the
Madison County’s sheriff's department was acceptetestify as an expert in the area of
computer forensics. He stated that he had recevesdputer forensic training from the
National White Collar Crime Center, the United 8saMarshals Service, the FBI, several
other agencies, and vendor-specific training orfdhensic program Forensic Tool Kit (FTK).
He was a member of the major case squad, was adsigrihe Technical Operations Group,
and dealt primarily with cell phone and high-te@vides as they relate to an investigation. He
was also a member of the FBI cyber crime task faroacentrating on cases involving child
exploitation such as child pornography and indesefititation of children by adults over the
Internet.

Detective Vucich testified that on March 20, 2006, received a complaint about the
defendant. The complaint was received through #goNal Center for Missing and Exploited
Children (NCMEC). In his affidavit attached to tbemplaint for a search warrant, Detective
Vucich wrote, “The anonymous complainant alleget [tefendant’s] ex-wife found child
pornography on his computer and he has a histomyobésting children; however, no one has
ever turned him intog[c] police authorities.” As a result of receiving tiyg, on May 12, 2006,
Detective Vucich and Detective Cromer went to tleeeddant’'s residence. They arrived
sometime in the morning between 9 a.m. and 10 &aogs were barking outside the home, so
the detectives honked the car horn until the defahdame outside. Detective Vucich stated
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that they told the defendant that they were ingasithg a complaint that he had inappropriate
images located on his computer. The defendanttbh@dletectives that he had not opened the
Internet connection, that he was in the procesdeaning out his computer system, and that
some ex-family members had used his computer. Effiendant told Detective Vucich that
there was a one-month period of time from Febru2095 until March 2005 when the
computer was not in his possession.

Detective Vucich asked the defendant specificatigut child pornography. The defendant
responded that no child pornography images wouldobbed on his computer. Detective
Vucich asked the defendant if they could go insidehome to discuss the matter further. The
defendant denied the officers entry into his home @nsent to search his computer.

Detective Vucich testified that he did not wanta&e the anonymous complaint at face
value and that he wanted to corroborate some ofinfegmation. He decided that the
defendant’s ex-wife, Paula Lynn Juengel, wouldheeliest source of additional information.
Detective Vucich interviewed Paula, and she inédahat she had previously seen child
pornography on the defendant’s computer. He aslkedmMhether she was the person who
reported the anonymous tip to NCMEC, and she réptiehe negative.

Detective Vucich applied for a search warrant. 3&& ch warrant application was granted,
and he returned to the defendant’s residence ar®pth. Detective Vucich testified that they
searched a bedroom with a computer in it. The rea@s “kind of in disarray.” He seized
numerous CDs, floppy disks, and portable media feomooden bookcase stand in the room,
the computer tower, CDs and digital media fromrad¢bdrawer plastic file cabinet in the room,
file folders from a plastic bin, and a brown papag containing 39 CDs, 37 3Y%2-inch floppy
disks, and an envelope containing a circuit board.

On October 14, 2009, the defendant filed a matosuppress evidence. On November 6,
2009, the trial court heard arguments on the mato@uppress. The court denied the motion to
suppress on the grounds that probable cause ekistdte issuance of the warrant.

Detective Vucich testified that he found CDs ia tbom with the computer that contained
images of young prepubescent and just-pubescddtehiengaged in sexual acts with adults,
a young female exposing her genitalia and breastprepubescent girl with no breast
development lying on her back with her genitalid breasts exposed, a prepubescent female
with genitalia and breasts exposed sitting on &lepa prepubescent female with no pubic hair
on a couch with her legs spread open and genéatlebreasts exposed, preteen boys and girls
engaged in sexual acts, two nude Asian girls age8éeaning against a tree, a girl age 8 to 10
with both genitalia and breasts exposed, and a gyquapubescent girl with her genitalia
partially exposed and her left breast exposed. die&eVucich admitted that he only found
these images on disks and did not find them orh#rd drive. On cross-examination he was
asked if it was possible that someone could haamted the disks in the areas where they were
found, and he stated it was possible. Detectiveidhutestified that he found a photo of a
prepubescent girl with genitalia and breasts expposethe defendant’s hard drive. This photo
was found hidden in the virtual memory of the hitzg¢ion mode.

Detective Vucich testified that they seized a CamPpresario computer with a 20-gigabyte
hard drive media storage. He stated that he madmage of the hard drive. He stated that
-3-
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“thousands upon thousands” of images were recovayadall the media. Of those images, he
flagged a couple thousand images that were notawdscause they appeared to be illegal
images of males or females under the age of 1&tkhin a sexual act or displaying nudity.

Detective Vucich testified that one of the filéders recovered from a plastic bin contained
a piece of paper with handwritten notes about Wdygpeared to be like passwords as it relates
to specific Web Sites and E-mail addresses.” Tlieectintained additional papers with the user
name ‘“tampergeorge” including a Yahoo mail page hwihe email address of
Tampergeorge@ameritech.net, a computer-generatedoydr of tax information that
contained the user name tampergeorge, a Unitedhidaad statement with handwritten notes
relating to the user name tampergeorge, and a Bamerica statement with an email
address tampergeorge@prodigy.

The defendant testified that he worked on theaad for 27V years. He operated a tamper
as part of his job. He admitted using user namepEanGeorge for many different online
services in the last 10 to 15 years. He statedtitieasheet of passwords was not his. He said
that it may have been a scrap paper he was wotingput someone else had written on it too.

Detective Vucich was shown two labels on CDs askkd if there was any similarity
between them. He testified that “the handwritingtbare looks like the E’s are kind of
distinctive.” The defense attorney objected on @gineund that Detective Vucich was not
qualified as a handwriting expert. The court ovieduthe objection. Detective Vucich was
shown the handwritten page of passwords and waslak&n the handwritten word “George”
there was anything about the last E that lookedliamHe stated “the last E appears similar to
that of handwriting—." The defense attorney objddigat Detective Vucich was drawing a
conclusion and that he was not qualified as a hatidg expert. The trial court overruled the
objection. Detective Vucich went on to identify @@én Es that looked similar. He also
admitted that not all the Es were the same.

Detective Vucich testified that in a folder titlédamisil” he found email printouts from
various news groups, all with the heading Tampeasr@e An August 1, 2000, email printout
showed a picture of a young female, approximatélydars old, with her breasts exposed. An
email printout dated September 22, 2000, had agiaif a 13- to 14-year-old nude female
with her hands behind her back holding onto a ladldand leaning forward. An email sent
February 20, 2001, showed a picture of a young lempproximately 12 years old with no
breast development and with her vagina and brexgissed who appeared to be sucking on
something. The defendant denied subscribing tceaotyc news groups.

Detective Vucich testified that he analyzed adl @Ds and the hard drive using the FTK
program. The analysis identified the location o¢ tlile, file creation date, access date,
modification date, and file size. Detective Vucfoland images on the computer that matched
the email printouts.

Detective Vucich testified that there was sexwaltent within the emails to the defendant
that appeared to be current. He flagged 83 eméilsterest, all of which were directed to
Tampergeorge@ameritech.net.
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Detective Vucich noted that the defendant had sede programs to wipe particular
sectors of his hard drive clean. Detective Vucitétesl that typically when you delete
something or send it to the recycle bin, the fitsracter of the deleted file is removed and the
file is sent to deleted space. The contents ofillneemain in the deleted space. The programs
that the defendant used did not just send theditkeleted space, but deleted even remnants of
the data. Detective Vucich testified that the Frgyam is able to see and interpret files in the
deleted space, but cannot find files that weretdélasing a wiping program.

Detective Vucich testified that four to five howlapsed between the time he first visited
the defendant’s house and the time he returnedtivglsearch warrant. The evidence shows
that during that interval, the defendant deletetfiDetective Vucich stated that he looked on
the Windows operating system and it showed thatrf@dmes indicative of pornography were
accessed. It showed the file path that the filagewecessed from. Detective Vucich manually
navigated to the file path and the files were nugkr there. During his search of allocated
space on the hard drive he was unable to find il@g/rhatching the names of the files accessed
during the time that elapsed between when heviiestt to the defendant’s house and when he
returned with a search warrant. He stated thatwilis consistent with the files having been
deleted with the wiping program.

Detective Vucich testified that he looked at theéeax file. That file contained recent
locations like websites that the user visited oatmns of files they visited. Once a user visits
the location, an entry is made in the index fileikar to a card catalog file. The operating
system will keep track of the time and date throtlghbasic input/output system. Detective
Vucich testified that he found a link file creatmal or about April 13, 2006, on the defendant’s
hard drive that contained an erotic story aboutistay rape. His defense attorney objected on
the basis of relevance. The State argued thatstrelavant because the defendant claimed he
did not possess child pornography, yet in the deysre the police came to his house, he was
reading text files about sex with small childreheTState argued that it went to the defendant’s
state of mind, lack of mistake, and intent. Defermensel argued that the probative value was
not as great as the prejudice to the defendanttriheourt overruled the objection stating that
it was relevant.

Detective Vucich testified that he found a linlefcreated on May 6, 2006, containing
stories about adults having sex with children betwthe ages of 6 and 12 years. Defense
counsel objected to the relevance. The State afpaed was circumstantial evidence going to
the defendant’s guilt or innocence. The court aved the objection finding that the relevance
was minor and the prejudicial value was none.

Detective Vucich testified he found a link createdMay 6, 2006, to a story about incest
and sex with young children. Defense counsel obgeets to its relevance. Defense counsel
argued that possession of such stories is notlllagd is not evidence against the defendant
that he committed the offenses with which he waargdd. The trial court overruled the
objection. Detective Vucich stated he found a lgkessed on May 8, 2006, to a file about a
resident nurse who molested 12-, 14-, and 15-ykehgids. Defense counsel objected, and the
court overruled it. Detective Vucich testified thiagre was a link accessed on May 8, 2006, to
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a story called “Preschool Fun with Teacher” abalilts having sex with young children.
Defense counsel objected, and the court overrtiled i

When asked why in April 2006 his computer creadihk file to stories about statutory
rape, the defendant responded that he “would haea Hownloading a lot of stories to try to
fill up the computer hard drive.” When asked whywees downloading stories about statutory
rape and having sex with five-year-old kids, he&l sawas “the easiest thing to come by at the
time.” He went on to say that it was the easiastto come by to fill up the hard drive so there
was no space left for anybody to place anything.on

Detective Vucich testified that on the CD labefetti comp prob” or “program data” he
found a website newsletter containing case stuaesit court trials of teacher-teenage love
affairs. He described the newsletter as articlesiaimolestation acts and case law. Detective
Vucich testified that he found a text file calldgktPedophile’s Handbook on the defendant’s
hard drive. Defense counsel objected to the relgvaf the material, arguing that the
possession of that material was not against the dad that the prejudicial value far
outweighed the relevance. The trial court overruleel objection, stating that it had some
probative value because it showed motive, lack istake, and intent. The last time the file
was accessed was March 2, 2006.

The defendant and Paula separated in February. 20@bdefendant moved out of the
marital residence at that time. His computer reedim the home until March 2005, when
Paula returned it to him. It then remained in hislesive possession. Paula testified that she
continued to live in the house until September 200ben their divorce was settled. On
October 21, 2005, the house was transferred tedlepossession of the defendant, and he
moved back into the home in November 2005.

The defendant testified that he did not make Cihitd pornography and put them in the
house, nor did he download child pornography orcbieputer. He stated that for at least three
weeks after he left the house he did not have adodss computer and that for months he did
not have access to the house because Paula ha$sossof it. He denied putting a program
on his computer to delete files.

Paula testified that one of the reasons she fdedivorce was that she came home early
one day and saw child pornography on the defenslanthputer. Paula stated that she told her
attorney about the child pornography. Her attoragyised her to make copies of some of the
pictures. Paula testified that her son from a pnarriage, Matthew Aller, logged onto the
computer and found columns and columns of chilchpgraphy. Matthew testified that he
copied some of the photographs onto floppy dislksstdted that he did not copy anything onto
CDs. He gave the copies to his mother to give tatterney.

Matthew testified that other than the time he edphe images onto the floppy disks, he
never looked at child pornography on the compuerstated that he never had access to the
computer. He stated that he had his own computtused his mother's computer. He denied
ever putting child pornography on the defendardimguter or putting it on CDs and placing it
in the room.
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Matthew testified that he lived with his motheddhe defendant from 1999 until 2002. He
moved out for about one year and then moved baftk impproximately one year. He testified
that he moved out of the house for a year becaasidhnot feel comfortable living with the
defendant because the defendant had molested hanclzikl. The defendant testified that he
had a problem with Matthew. In 2003 or 2004, he aadrder of protection issued against
Matthew. He stated that he was working outsidehendriveway and Matthew came up and
“just started beating on me.”

Matthew testified that twice when he walked past tomputer to his room, he saw the
defendant looking at photographs of naked six- eren-year-old girls. Other times, the
defendant would turn off the monitor when he erddtre room. Matthew stated that he told
his mother about it before he left for the NavyeTtefendant denied that Matthew could have
ever seen him looking at child pornography. Heestahat he did not like to be around
Matthew and that he never had any child pornographlyis computer.

Edward Aller, Paula’s son from a prior marriagsstified that he lived with his mother and
the defendant for three or four months in 1999stdéed that there were multiple computers in
the house. He never observed child pornographyhendefendant’'s computer. He denied
placing child pornography on the defendant’s compotr copying child pornography onto
CDs and placing them in the computer room.

The defendant testified that he received an efrai Paula stating that “she noticed [he
had] been taking stuff out of the house, and tlm would go to the FBI” with child
pornography she claimed she found on his compHtetestified that she sent him additional
emails threatening that she had more of his chidth@graphy to use against him. Paula
admitted that she threatened to report the defendame police or FBI in an effort to move the
divorce along. She denied making the anonymous th\CMEC. The defendant testified that
on the day of the house closing, Paula handed hienaelope and said: “[H]ere’s the child
pornography. | have more. Be careful.” He stated tie did not open the envelope and instead
threw it away. Paula admitted that when they clasethe house she handed him an envelope
containing the floppy disks she made of the chddnpgraphy on his computer. She denied
threatening him then.

The trial court took the matter under advisem@&he court found the defendant guilty on
all 10 counts of child pornography.

On December 15, 2011, the defendant filed a palstirotion. He alleged in part that the
trial court erred in finding him guilty because Sate presented insufficient evidence to prove
him guilty beyond a reasonable doubt, that thetcewed in denying the motion to suppress
evidence, that the court erred in allowing Detextifucich to testify as to the similarity in
various handwriting samples, and that the coudcdemm allowing evidence of several “erotic
stories.” On January 5, 2012, the defendant fil@doase posttrial motion. He requested the
return of all property not used as evidence inttla, a complete and unaltered copy of the
hard drive, and all bail money. He further requesteat he be given unsupervised and
unrestricted probation and that no fines be impoldedequested that he be allowed continued
access to the Internet for business purposes. ©setine day he filed a secqma se posttrial
motion. He alleged, in part, that the trial coured in finding him guilty because the evidence
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presented at trial was insufficient to prove bey@ndeasonable doubt that the defendant
knowingly possessed the items of child pornogragie motions were not ruled on. On
January 5, 2012, the defendant was sentencedrntmBths’ probation.

The defendant filed a timely notice of appeal.

ANALYSIS

The defendant argues for the first time on apiedlbecause the search warrant was stale,
the trial court abused its discretion in denying imotion to suppress evidence. When a trial
court’s ruling on a motion to suppress involvestdat determinations and credibility
assessments, the ruling is granted deference keetaisrial court is in a superior position to
determine and weigh the credibility of witnessebsayve the witnesses’ demeanor, and
resolve conflicts in the witnesses’ testimoRgople v. Sorenson, 196 Ill. 2d 425, 431 (2001).
When a reviewing court reviews a ruling on a motionsuppress involving a question of
probable cause or reasonable suspicion, the doowtd applyde novo review to the ultimate
finding with respect to probable cause or reas@abspicionld. A reviewing court accords
great deference to the trial court’s factual firgdinand will reverse the findings only if they are
against the manifest weight of the evidence; howefie reviewing court reviewde novo the
ultimate question of the defendant’s legal chalketagthe denial of his motion to supprdsk.

The State argues that because the defendant didise the claim that the search warrant
was stale as a basis for his motion to suppresbabdorfeited this issue. In his motion to
suppress evidence, the defendant argued that thglamt for the search warrant was based on
uncorroborated hearsay information, that the compéand affidavit failed to state evidentiary
facts supporting Paula’s credibility or the relid@iiof her information, and that the complaint
lacked any sufficient basis upon which a findingpsbbable cause could be made. The
defendant did not argue that the information tlenied the basis of the complaint for the
search warrant was stale. In his posttrial moti@nargued that the trial court erred in denying
the motion to suppress. He did not provide any ndetails about why the trial court erred in
denying the motion.

“Generally, a defendant’s argument is forfeitedappeal if it was not raised in the trial
court.” People v. Morgan, 385 Ill. App. 3d 771, 773 (2008). A trial objemti and a written
posttrial motion raising the issue are requireddibeged errors that could have been raised
during trial.Peoplev. Enoch, 122 1ll. 2d 176, 186 (1988). The purpose of teguirement is to
allow the trial court the opportunity, if necessaly address and correct erroPeople v.
Jackson, 391 Ill. App. 3d 11, 37 (2009). Because the defen failed to raise the issue of
staleness in either the motion to suppress or #r@bsnotion, he has forfeited it. Assuming
arguendo that the defendant did not forfeit the issue, tifiermation forming the basis for the
search warrant was not stale.

“A warrant is stale when too much time has elapsetiveen the facts alleged in the
affidavit in support of the search warrant andiseiance of the warrantPeople v. Donath,

357 lll. App. 3d 57, 64 (2005). There is no arbigrautoff point expressed in days or weeks
beyond which probable cause ceases to dxistWhether probable cause exists to support a
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search warrant depends upon whether the totalitlyeo€ircumstances and facts known to the
affiant was sufficient to warrant a person of reedide caution to believe that the law was
violated and that evidence of the violation woulldn the premises to be searched.”at
63-64. In determining the existence of probableseauhe standard is whether there is a
probability or substantial chance of criminal aityivnot proof beyond a reasonable douibt.

at 64, 69. “The courts, in deciding the questioprobable cause, are not disposed to be unduly
technical but, rather, the probabilities considexegithe factual and practical considerations of
everyday life on which reasonable men, not legdinecians, act.Peoplev. Thomann, 197 IIl.
App. 3d 488, 495 (1990).

The defendant argues that the gap between whea &aimed she saw child pornography
on the defendant’s computer and the applicatiothfersearch warrant was 15 months, which
is excessive and makes the search warrant stalee\Vo, the police did not receive a tip about
the child pornography until March 20, 2006. Therskavarrant was issued on May 12, 2006,
less than two months after receiving the tip. Paldaned that she was not the individual who
provided the tip. Detective Vucich stated that leribt know who provided the tip.

Computer files have a distinctive nature, espc@mputer files of child pornography.
While staleness is highly relevant to the legatifya search for perishable or consumable
objects, it is rarely relevant in the context ofputer files.United Satesv. Seiver, 692 F.3d
774, 777 (7th Cir. 2012). Deleting a file does reahove it from the computeld. at 776. It
merely removes it from the user interface, and ganerally recoverable by computer experts
until it is overwrittenld. Because of overwriting, it is possible that aetlsdl file will no longer
be recoverable from a computer’s hard drive, amglpbssible that a computer can be sold or
physically destroyed, but rarely is this so prokadd to destroy probable cause to believe that
a search of the computer will turn up the evidesmeght.ld. at 777. Only in the exceptional
case should a warrant to search a computer fad ploitnography be denied on the ground of
stalenesdd. at 778. Child pornography is not a fleeting crimes generally carried out over a
long period of time, in the secrecy of the homea] trerefore the same time limitations that
have been applied to more fleeting crimes do naitrob the staleness inquiry for child
pornographyUnited Sates v. Frechette, 583 F.3d 374, 378 (6th Cir. 2009). People with an
interest in child pornography tend to hoard theatenials and retain them for a long time.
United States v. Vosburgh, 602 F.3d 512, 528 (3d Cir. 2010). Because chachpgraphy is
illegal, it is difficult and risky to obtain, so ltectors are not quick to discardlitl. Information
concerning child pornography has a relatively Ishglf life and should not be quickly deemed
stale.ld. at 529. “Images stored on computers can be egtaimost indefinitely, and forensic
examiners can often uncover evidence of possessi@aittempted possession long after the
crime has been completedd.

In the instant case, the search warrant was algt. $h the affidavit that Detective Vucich
attached to the complaint for a search warranswuae that his office received a cyber tip line
report from an anonymous complainant that Pauladahild pornography on the defendant’s
computer and that he had a history of molestingddn. He stated that he went to see the
defendant to ask about the allegations. The deferidad to provide excuses as to why child
pornography could be on his computer. He denieéd@®e Vucich and his partner access into
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his residence and consent to search his compugteciive Vucich stated that he spoke with
Paula, who told him that she had observed digitages on the defendant’'s computer that she
believed to be child pornography. Detective Vu@ualore that based on his previous computer
training he learned that “digital evidence, likel@dlpornography contraband, is different than
traditional evidence that can be concealed or dgstt and is not as volatile as other illegal
items like narcotics. [He] learned that when imagesstored and/or deleted that they can still
be potentially recovered [and] may still residetloa hard drive. [He] also learned that people
who possess child pornography will often retaifoitlong periods of time as a ‘trophy’ or
some type of personal hobby collection.” The natfrthe crime as set forth in the affidavit
provided good reason to believe that child pornplgyawould be present at the defendant’s
home two months after the police received theGiwen Detective Vucich’s well-reasoned
opinions for believing that the child pornographight still be on the defendant’s computer,
despite the passage of time, the search warrametasale. Because the warrant was not stale,
the trial court did not abuse its discretion in ylag the defendant’s motion to suppress
evidence.

The defendant argues that the State failed toepbmyond a reasonable doubt that he
possessed child pornography. He admitted that tdte $roved that pornography was located
on his computer hard drive and on CDs found incivaputer room at his house. He argues
that the State failed to prove that he had excius#zent possession of his home or computer.
The defendant argues that the CDs were seized &ooom that Matthew had used as a
bedroom at one time. He asserts that prior to ngpbiack into the house, he did not have
possession of the room or the house, so any infertérat he knew what was in the bedroom
was doubtful at best. He also argues that the ctanpas not in his possession from February
2005 until March 2005.

The due process clause of the fourteenth amendioehie United States Constitution
requires that to be convicted in a state courteesgn must be proven guilty beyond a
reasonable doubt of every fact necessary to catestihe crime with which he was charged.
People v. Cunningham, 212 Ill. 2d 274, 278 (2004). A reviewing courtshask whether, after
viewing the evidence in the light most favorabldtie State, any rational trier of fact could
have found the essential elements of the crimermbgareasonable doulbdl.

It is undisputed that the defendant had exclupps&session of his computer for over one
year before the child pornography was found, amiusike possession of the house where the
child pornography was found for six months. Paukdffor divorce in February 2005. She
testified that she saw child pornography on thesdi@nt's computer at that time. Paula
resided in the home the couple had shared untieNier 2005. At that time the defendant
moved into the house. He testified that from Noven®005 until the date of his arrest, he
resided in the home alone. The defendant’s compuée in the home with Paula for a
one-month period of time from February until Mag905. The computer was then returned to
the defendant. The police searched the defendaot’® and seized the child pornography on
May 12, 2006.

Possession of child pornography may be establisfiguioof of either actual and knowing
physical possession or constructive possesBiaple v. Josephitis, 394 IIl. App. 3d 293, 299
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(2009). Constructive possession has received axteogverage in narcotics cases, and courts
have found those cases helpful in understandingscas/olving possession of electronic
images such as child pornograplg. Knowledge is rarely shown by direct proof and is
usually established by circumstantial evideriaple v. Fleming, 2013 IL App (1st) 120386,

1 74. It may be established by evidence of the atatements, or conduct of the defendant, as
well as the surrounding circumstances, which supgorinference that the defendant knew
that there was contraband in the place where itfaasd.Id.  75. When contraband is found
on premises under the defendant’s control, thefiiadér may infer that the defendant knew it
was there, so long as there are not other circumossathat create a reasonable doubt as to
guilt. Id. A fact finder may infer control over premiseshié defendant lived therkd. Actual
possession exists where the defendant exhibits smmmeof dominion over the contraband,
such as trying to hide it or destroyReople v. Scott, 2012 IL App (4th) 100304, 1 19.

The State proved both actual and constructivegssssn of the child pornography. The
defendant was the only resident of his home for theiefore the child pornography was
found. For over one year, he had exclusive possesdgithe computer on which some of the
child pornography was found. Because the contrabesdfound in the defendant’s home and
on his computer, which were both under his conthd,fact finder could infer that he knew it
was there. The defendant attempted to concealhih@ gornography by filing printouts in
misleading folders or CDs. Detective Vucich testifithat he found email printouts dated
August 1, 2000, September 22, 2000, and Februarg@ml, that showed images of 12- to
14-year-old girls with breasts exposed in a filseled Lamisil. Detective Vucich testified that
the defendant had a wiping program on his comphieistated that the defendant deleted files
from his hard drive during the time that elapsetiMeen when he first came to the defendant’s
house to question him about possession of childqgaphy and when he returned with a
search warrant. Detective Vucich stated that henex&d the defendant's computer and files
with names indicative of pornography were acceskgihg this window of time. He tried to
manually navigate the file path, but the files werissing. He testified that this was consistent
with the files having been deleted with a wipinggnam. The defendant’s attempts to hide and
delete the child pornography show that he exeraieedinion over it.

The defendant tries to place suspicion on Mattlzwl Paula for placing the child
pornography in the bedroom and on the computerargees that he did not know about the
child pornography in the bedroom and that Matthed/Baula had access to the computer and
could have put the images on it. Where the defenddies upon circumstantial evidence to
argue that someone else committed the crime, igredtr fact may reject the argument if it is
mere surmise or possibilitiFleming, 2013 IL App (1st) 120386, 1 80. “The trier of fé&not
required to disregard inferences which flow normdibm the evidence or to accept any
possible explanation consistent with innocenté.’Paula, Matthew, and Edward all testified
that they did not place child pornography on thdedéant’'s computer or copy child
pornography onto CDs and place them in his housease the defendant’s argument that
Paula and her sons downloaded the child pornogrigphis computer and to CDs which they
placed in his home was mere surmise, the trieactfdould properly reject this argument.
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When viewed in the light most favorable to thet&ta rational trier of fact could find that
the defendant possessed child pornography.

The defendant argues that the trial court abusetiscretion by allowing Detective Vucich
to testify as to his opinion regarding distinctiesa and similarities in handwriting when he
possessed no handwriting-comparison qualificatibtes asserts that because the identity of
who labeled the compact discs was at issue, itnvasrtant that the trier of fact confine itself
to proper evidence concerning the identity of thiden The defendant argues that when the
trial court went outside proper evidence, it abugediscretion and his trial became unfair and
deprived him of his liberty without due procesdanf.

Whether to admit evidence lies within the sourstidition of the trial court, and its ruling
will not be reversed absent an abuse of discreReople v. Richardson, 2013 IL App (2d)
120119, 1 10. The lllinois Rules of Evidence 70dvpies:

“If the witness is not testifying as an experg thitness’ testimony in the form of
opinions or inferences is limited to those opiniongferences which are (a) rationally
based on the perception of the witness, and (Ipfiieto a clear understanding of the
witness’ testimony or the determination of a factissue, and (c) not based on
scientific, technical, or other specialized knovgedvithin the scope of Rule 702.” II.
R. Evid. 701 (eff. Jan. 1, 2011).

In the instant case, Detective Vucich was shown labels and asked if there was any
similarity between them. He stated, “[W]ell, obvsbyi the labels are the same, but the
handwriting on there looks like the E’s are kinddadtinctive.” The defense attorney objected
on the ground that Detective Vucich was not a haitohyg expert. The court overruled the
objection stating, “I think it's very limited obsation as to what he sees, not necessarily what,
in fact, is there.” Detective Vucich testified that the handwritten page of passwords, “the
last E appears similar to that of handwriting—."eTdefense attorney objected that Detective
Vucich was drawing a conclusion and he was notifiglas a handwriting expert. The trial
court held: “l don’t think it requires an expertigedescribe one particular letter. | don’t think
it is an analysis of handwriting.” The court ovéedi the objection, noting that someone does
not have to be an expert in handwriting to poirtttbat certain letters look the same. The court
stated, “I'm liking [sic] it to similar times when witnesses would in vaisghotographs point
out the same vehicle, or what they think is the esarahicle or same shirt coloration.”
Detective Vucich went on to identify certain Esttluked similar. He also admitted that not
all the Es looked the same. Detective Vucich didafi@r any conclusion about whether the Es
were the defendant’s handwriting.

The trial court did not abuse its discretion ilowing Detective Vucich’s testimony that
certain handwritten Es looked similar. His opinwas based on his personal observation, was
one that a person is generally capable of makind veas helpful to a clear understanding of
his other testimony. While he stated that certaindwritten Es looked similar, he did not say
that all the Es looked the same, and he did net afiy conclusions about whether the Es were
written by the defendant.

The defendant argues that the trial court abusetiscretion in allowing the State to prove
that stories about underage sex were found on ¢fendant’s hard drive. He asserts that
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because possession of these stories is legalrehelrial value of allowing evidence that he
possessed these items outweighed any probative tray had.

Evidence of crimes, wrongs, or acts by the defehdside from the crime for which he is
being tried is inadmissible if the prior conductaédevant solely to establish the defendant’s
propensity to commit an offensBeople v. Gumila, 2012 IL App (2d) 110761, § 37. Such
evidence is admissible to show knowledge, intdrdeace of mistake or accident, and absence
of an innocent mind frame or the presence of craniment.ld. Evidence that may be relevant
for a proper purpose may be inadmissible if itdptove value is substantially outweighed by
the danger of unfair prejudickl. To be relevant, evidence must have a tendenmyate the
existence of a fact that is of consequence in #se enore probable or less probable than it
would be without the evidenc®eople v. Boyd, 366 Ill. App. 3d 84, 90 (2006). Even if
other-act evidence is relevant, it must not bectiradocal point of the triald. at 94. A danger
exists that evidence of other bad acts will persuhd jury to convict the defendant because it
feels that the defendant is a bad person deseofipgnishmentPeople v. Abraham, 324 IlI.
App. 3d 26, 34 (2001). The possibility of prejudinberent in a jury trial does not exist in a
bench trial because it is presumed that the caumsiders only admissible eviden&eoplev.
Davis, 260 lll. App. 3d 176, 192 (1994). It is withinetrsound discretion of the trial court
whether to admit other-acts evidenGaimila, 2012 IL App (2d) 110761, § 37. An abuse of
discretion occurs only when the decision is arbytréanciful, or unreasonabléd.

The other-acts evidence need not be of acts ihrib the crime charged in order to be
admitted; it only needs to be relevant to some pgxdhpurposeAbraham, 324 1ll. App. 3d at
34. When other-acts evidence is offered to proveninor the absence of an innocent mental
state, a general similarity will suffickd.

In the instant case, the stories about adult séxchildren were admissible for a purpose
other than to show the defendant’s propensity tarodg a crime such as possession of child
pornography. The defendant claimed that Paula osdwes put the child pornography images
on his computer and downloaded them to the CDanteeg found in his house. The stories and
the Pedophile’s Handbook were downloaded to therdkint’s computer long after Paula and
her sons lost access to the computer and the hbnsalefendant also claimed that the stories
were the easiest thing to download to fill up héschdrive. However, these stories and the
handbook suggest that the defendant sought ouakeraterial involving children. Other-acts
evidence is admissible to show intent, knowledgd,absence of mistake or accidésumila,
2012 IL App (2d) 110761, 1 42. The State may ad@éwadence of the defendant’s proclivities
to prove intent or knowledge in the ceasl judice. Id. 1 54. The defendant’s demonstrated
interest in materials dealing with children engagedexual acts tended to show that his
accessing illicit images was knowing and voluntather than inadvertent. Because the files
were downloaded long after Paula and her sons hgdecess to the computer, they were
admissible to reflect the defendant’s intense @#kin prepubescent sexual material and
lessened the probability that Paula or her sonswtaed the illicit images to the defendant’s
computer or made the CDs and placed them in hiséholhe evidence of other acts was
relevant to show lack of mistake, lack of accidami intent. The trial court did not abuse its
discretion in admitting it.
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Finally, the defendant argues that the trial ceareéd in failing to rule on the defendant’s
posttrial motion. The defendant was found guilty Amgust 3, 2011. He did not file his
posttrial motion until December 15, 2011. A posttrnotion must be filed within 30 days of
the verdict. 725 ILCS 5/116-1(b) (West 2010). Besgathe defendant did not file his posttrial
motion until more than 30 days from the verdictegdais motion was untimely. The defendant
concedes that any error in failing to rule on m&imely motion was harmless unless at least
one of the other points in his appeal is meritwiddecause the other points in the defendant’s
appeal were not meritorious, we need not reachigbige.

CONCLUSION
For the reasons stated, we affirm the judgmeti@tircuit court of Madison County.

Affirmed.
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